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Joint ODNI, FBI, and CISA Statement

WASHINGTON, D.C. - Today, the Office of the Director of National Intelligence (ODNI), the Federal Bureau of
Investigation (FBI), and the Cybersecurity and Infrastructure Security Agency (CISA) released the following
statement:
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“Since our statement on Friday, the IC has been observing foreign adversaries, particularly Russia, conducting
additional influence operations intended to undermine public confidence in the integrity of U.S. elections and
stoke divisions among Americans. The IC expects these activities will intensify through election day and in the
coming weeks, and that foreign influence narratives will focus on swing states.

Russia is the most active threat. Influence actors linked to Russia in particular are manufacturing videos and
creating fake articles to undermine the legitimacy of the election, instill fear in voters regarding the election
process, and suggest Americans are using violence against each other due to political preferences, judging
from information available to the IC. These efforts risk inciting violence, including against election officials. We
anticipate Russian actors will release additional manufactured content with these themes through election day
and in the days and weeks after polls close.

« The IC assesses that Russian influence actors recently posted and amplified an article falsely claiming that
U.S. officials across swing states plan to orchestrate election fraud using a range of tactics, such as ballot
stuffing and cyber attacks.

« Russian influence actors also manufactured and amplified a recent video that falsely depicted an interview
with an individual claiming election fraud in Arizona, which involved creating fake overseas ballots and
changing voter rolls to favor Vice President Kamala Harris. The Arizona Secretary of State has already
refuted the video's claim as false.

Iran also remains a significant foreign influence threat to U.S. elections. As noted in a prior update
(/index.php/newsroom/press-releases/press-releases-2024/3994-odni-pr-22), we have assessed that Iran has
conducted malicious cyber activities to compromise former President Trump’s campaign. Iranian influence
actors may also seek to create fake media content intended to suppress voting or stoke violence, as they have
done in past election cycles. We previously reported (/files/ODNI/documents/assessments/NICM-Declassified-
Foreign-Threats-to-US-Elections-After-Voting-Ends-in-2024.pdf) that Iran also remains determined to seek
revenge against select former US officials whom it views as culpable for the death of Islamic Revolutionary
Guard Corps-Qods Force (IRGC-QF) Commander Soleimani in January 2020. It has repeatedly highlighted
former President Donald Trump among its priority targets for retribution.

In light of continued influence efforts by foreign adversaries and the increasing volume of inauthentic content
online, CISA recommends voters seek out information from trusted, official sources, in particular, state and local
election officials.

The FBI and CISA encourage campaigns and election infrastructure stakeholders to report information
concerning suspicious or criminal activity to their local Election Crime Coordinators via FBI field office
(www.fbi.gov/fieldoffices (https://www.fbi.gov/fieldoffices)), by calling 1-800-CALL-FBI (1-800-225-5324), or
online at ic3.gov (https://www.ic3.gov). Cyber incidents impacting election infrastructure can also be reported to
CISA by calling 1-844-Say-CISA (1-844-729-2472), emailing report@cisa.dhs.gov (mailto:report@cisa.dhs.gov),
or reporting online at cisa.gov/report (https://www.cisa.gov/report). Election infrastructure stakeholders and the
public can find additional resources about how to protect against cyber and physical threats at CISA's
#PROTECT2024 (https:/lwww.cisa.gov/protect2024 (https://www.cisa.gov/protect2024)).”



H#itH

Press Releases 2024 (/index.php/newsroom/press-releases/press-releases-2024)
Press Releases 2023 (/index.php/newsroom/press-releases/press-releases-2023)
Press Releases 2022 (/index.php/newsroom/press-releases/press-releases-2022)
Press Releases 2021 (/index.php/newsroom/press-releases/press-releases-2021)
Press Releases 2020 (/index.php/newsroom/press-releases/press-releases-2020)
Press Releases 2019 (/index.php/newsroom/press-releases/press-releases-2019)
Press Releases 2018 (/index.php/newsroom/press-releases/press-releases-2018)
Press Releases 2017 (/index.php/newsroom/press-releases/press-releases-2017)
Press Releases 2016 (/index.php/newsroom/press-releases/press-releases-2016)
Press Releases 2015 (/index.php/newsroom/press-releases/press-releases-2015)
Press Releases 2014 (/index.php/newsroom/press-releases/press-releases-2014)
Press Releases 2013 (/index.php/newsroom/press-releases/press-releases-2013)
Press Releases 2012 (/index.php/newsroom/press-releases/press-releases-2012)
Press Releases 2011 (/index.php/newsroom/press-releases/press-releases-2011)
Press Releases 2010 (/index.php/newsroom/press-releases/press-releases-2010)
Press Releases 2009 (/index.php/newsroom/press-releases/press-releases-2009)
Press Releases 2008 (/index.php/newsroom/press-releases/press-releases-2008)
Press Releases 2007 (/index.php/newsroom/press-releases/press-releases-2007)
Press Releases 2006 (/index.php/newsroom/press-releases/press-releases-2006)

Press Releases 2005 (/index.php/newsroom/press-releases/press-releases-2005)

Reports & Publications (/index.php/newsroom/reports-publications/reports-publications-2024)

Press Releases (/index.php/newsroom/press-releases/press-releases-2024)

COMO0000645



COMO0000645
Speeches & Interviews (findex.php/newsroom/speeches-interviews/speeches-interviews-2024)
Congressional Testimonies (/index.php/newsroom/congressional-testimonies/congressional-testimonies-2024)

News Articles (/index.php/newsroom/news-articles/news-articles-2024)

NCTC Newsroom (/index.php/nctc-newsroom)
NCSC Newsroom (/index.php/ncsc-newsroom)
NCBC Newsroom (/index.php/nchc-newsroom)
CTIIC Newsroom (/index.php/ctiic-news)

FMIC Newsroom (/index.php/fmic-news)

Seals & Graphics (/index.php/newsroom/seals-graphics)

Office of the
Director of National Intelligence (/index.php)

Contact ODNI
ODNI Centers

National Counterterrorism Center (/index.php/nctc-home)
National Counterintelligence and Security Center (/index.php/ncsc-home)
National Counterproliferation and Biosecurity Center (/index.php/ncbc-home)
Cyber Threat Intelligence Integration Center (/index.php/ctiic-home)

Foreign Malign Influence Center (/index.php/fmic-home)

Oversight

Equal Employment Opportunity (/index.php/who-we-are/organizations/eeo/eeo-who-we-are)



COMO0000645

IC Inspector General (/index.php/who-we-are/organizations/icig/icig-who-we-are)
IC Diversity Equity Inclusion and Accessibility (/index.php/who-we-are/organizations/icdeificdei-who-we-are)
Civil Liberties, Privacy, and Transparency (/index.php/who-we-areforganizations/clpt/clpt-who-we-are)
Office of General Counsel (/index.php/who-we-are/organizations/ogc/ogc-who-we-are)

More Offices (/index.php/who-we-are/organizations)

Information

IC 1G Hotline (/index.php/who-we-are/organizations/icig/icig-hotline)
No FEAR Act (/index.php/no-fear-act)
Privacy Policy (/index.php/privacy-policy)
Customer Service (findex.php/customer-service)
Accessibility (/index.php/accessibility)
FOIA (/index.php/foia)

System of Record Notices (/index.php/system-of-record-notices)

Useful Links

For Kids (/index.php/for-kids)
Ready.gov (http://www.ready.gov)
Open.gov (http:/lwww.whitehouse.gov/open)
Flu.gov (https://iwww.cdc.gov/flu/)
Plain Language Act (/index.php/plaindlanguage-act)
ODNI Operating Status (/index.php/odni-operating-status)
Adobe Acrobat Reader [4

(/index.php/newsroom?format=feed&type=rss) (https://www.twitter.com/odnigov)
(http:/fwww.facebook.com/dni.gov) | (https://www.instagram.com/ODNIgov)

(https:/lwww.linkedin.com/company/odni) (http://www.youtube.com/odnigov)



